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Abstract 

Cryptocurrencies have gained popularity for offering decentralized, fast, and private financial 

transactions. However, their use has also expanded into illicit markets where anonymity is 

crucial. This research explores whether the rate of cryptocurrency adoption in a country is 

associated with crime rates. Using cross-country data from 2023, the study applies OLS 

regressions to test the relationship between crypto adoption and both overall and specific types of 

crime, controlling for macroeconomic factors. Results show a strong positive correlation 

between cryptocurrency adoption and crime across most categories. Law enforcement appears as 

a key factor linked to lower crime levels. A bidirectional analysis shows that a higher crime rate 

may also drive crypto adoption, suggesting a complex two-way relationship. A robustness check 

confirms the model’s consistency over years. 
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The Dark Side of the Coin: How Cryptocurrency Adoption Relates to Crime 

Introduction 

Since the first development of cryptocurrency, people have been drawn to it for its digital 

privacy and decentralized nature. The financial crisis that struck in 2008 decreased public trust in 

banks and other financial institutions, creating a demand for a new solution. At the time, a 

decentralized alternative to traditional fiat currencies seemed more attractive than ever. This is 

where Satoshi Nakamoto, the creator(s) of Bitcoin, drew inspiration to release a digital currency 

that soon became a popular store of value and investment tool. 

While Bitcoin and other cryptocurrencies are often used for legitimate purposes, they also 

have a darker side. Hermans et al. (2022) argue, “Crypto-assets lack intrinsic economic value or 

reference assets, while their frequent use as an instrument of speculation, their high volatility and 

energy consumption, and their use in financing illicit activities make crypto-assets highly risky 

instruments.” Originally intended to offer a simpler, faster, and cheaper means of payment for 

everyday transactions, cryptocurrencies quickly began attracting not only law-abiding users but 

also criminals. The only information recorded on the public ledger (the blockchain) about 

cryptocurrency transactions is the transaction amount and the wallet ID. This keeps the users' 

real identities private. Although transactions can sometimes be traced through blockchain 

analysis, it is difficult to link a wallet address to a real-world person without additional 

information. 

Silk Road, launched in 2011, was the first widely known darknet marketplace where 

Bitcoin was used for transactions. After the FBI shut it down in 2013, the value of Bitcoin briefly 

dropped, reflecting the loss of one of its main platforms for practical use. With the emergence of 

privacy coins like Monero, launched in 2014, it became even harder to trace transactions, as 
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these coins are designed to hide transaction details entirely, providing anonymity to their users. 

A detailed overview of various cryptocurrencies and their characteristics is provided in the 

European Parliament’s (2018) report (p. 51).  

Today, cryptocurrencies are used not only as a store of value and for fast online payments 

but also in illicit markets where anonymity is crucial. According to Akartuna et al. (2021), the 

technical complexity, decentralized structure, anonymity features, and ability to facilitate cross-

border transactions make cryptocurrencies particularly attractive for criminal activities, while 

also complicating regulatory and law enforcement efforts. Consequently, there is growing 

concern among policymakers and governments about the potential role of cryptocurrencies in 

facilitating crime. 

This research explores whether the rate of cryptocurrency adoption in a country affects 

the overall crime rate and specific types of crime while controlling for relevant macroeconomic 

factors. The research hypothesis is that countries with higher levels of crypto adoption will 

experience higher levels of crime. 

Literature Review   

The link between cryptocurrency and criminal activity has received growing attention in 

recent years, but many studies focus either on conceptual or legal challenges without offering 

broad empirical analysis across countries. For instance, Kethineni and Cao (2020) discuss how 

features like anonymity and decentralization make cryptocurrencies attractive for illicit uses such 

as drug trafficking, money laundering, and extortion. Their paper highlights regulatory struggles, 

especially across borders, and calls for stronger international cooperation. However, it mainly 

emphasizes legal and enforcement challenges rather than quantifying the relationship between 

crypto adoption and crime at the country level. 
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Khan et al. (2024) provide a systematic review of 45 papers on crypto-related crimes. 

They explore a wide range of illicit activities involving Bitcoin and point out the major 

weaknesses in existing law enforcement strategies. Some of the more innovative solutions they 

discuss include using machine learning to detect abnormal transaction patterns. While useful, the 

study remains conceptual and does not offer a model that examines actual national-level data on 

crime and crypto adoption. 

A step closer to that kind of approach is the paper by Kovalchuk et al. (2024), which is 

one of the few studies attempting to model crypto-related crime using country-level data. They 

use correspondence analysis to explore associations between factors like GDP, digital 

development, cybersecurity, and cryptocurrency-related fraud. Their findings suggest that crypto 

crime is more common in countries with higher digital development and lower cybersecurity. 

However, the paper mostly focuses on fraud and cybersecurity and does not examine different 

types of crime. It also fails to measure the strength of the association between cryptocurrency 

adoption and crime, as it treats the variables as categorical and does not quantify the strength of 

their relationship. 

Dupuis and Gleason (2021) look at how cryptocurrencies are used for money laundering. 

They apply the regulatory dialectic model to explain how criminals innovate around new 

regulations. They identify six key “open doors” through which funds are laundered using 

cryptocurrency, including privacy coins, decentralized exchanges, and tumblers. While the paper 

highlights important techniques and regulatory shortcomings, it is conceptual and does not test 

any empirical relationship between crime and crypto use. 

Europol (2022)’s Spotlight report highlights that, according to Chainalysis, illicit 

transactions accounted for only 0.34% of all cryptocurrency activity in 2020 (p. 4). However, the 
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same report also references academic research by Foley et al. (2019) estimating that 

approximately 23% of Bitcoin transactions are associated with criminal activities (p. 5). 

Therefore, it remains debatable to what extent cryptocurrency usage is oriented toward criminal 

activities.  

What is still missing in this literature is a broad, country-level empirical analysis of 

whether cryptocurrency adoption is associated with higher crime rates and how this relationship 

might vary across different types of crime. My research contributes to filling this gap. By 

gathering data from 2023 and applying a consistent OLS regression model, the paper tests 

whether crypto adoption has a statistically significant effect on crime. Additionally, unlike 

previous work, this study also checks the reverse relationship—whether crime affects crypto 

adoption—something that is not talked about as much.  

Data Description 

The Global Crypto Adoption Index in this study is taken from Chainalysis (2023). 

Chainalysis is a leading blockchain data platform. It provides data, software, services, and 

research to governments, financial institutions, and insurance and cybersecurity companies in 

over 70 countries. In order to calculate the cryptocurrency adoption index, the organization uses 

four sub-indexes:  

1. on-chain cryptocurrency value received by centralized services,  

2. on-chain retail cryptocurrency value received by centralized services, 

3. on-chain cryptocurrency value received by DeFi protocols, 

4. on-chain retail cryptocurrency value received by DeFi protocols 

all weighted by GDP per capita on a PPP-adjusted basis. It takes the geometric mean of 

each country’s ranking in all four and then normalizes that final number on a scale of 0 to 1. The 
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Global Crypto Adoption Index is calculated each year starting from 2020. This research 

primarily uses the 2023 Global Crypto Adoption Index but also incorporates 2021 data to test the 

model's applicability over time. 

The crime rates in this research are developed by the Global Initiative Against 

Transnational Organized Crime (2023). The index is published every two years and is supported 

by the ENACT project, which is funded by the European Union and implemented in partnership 

with INTERPOL and the Institute for Security Studies (ISS). While the organization calculates 

the overall criminality index for each country, it also provides separate indexes for different 

crime categories, including human trafficking, arms trafficking, flora, fauna, and non-renewable 

resource crimes, various drug trades, cybercrimes, financial crimes, and criminal networks. In 

addition, it calculates the government transparency and accountability index, as well as the law 

enforcement index, for each country. This research will use some of these indexes, primarily 

from 2023, along with data from 2021. 

Most of the control variables were obtained from the World Bank Group, including GDP 

per capita (in current US dollars), unemployment rate, inflation rate (using the Consumer Price 

Index as a proxy), and the percentage of the population using the Internet (World Bank, n.d.-b; 

World Bank, n.d.-d; World Bank, n.d.-a; World Bank, n.d.-c). The data from 2021 and 2023 

were used.  

Finally, this research includes an inequality index as a control variable, taken from the 

World Inequality Lab (n.d.). Specifically, it uses the share of a country’s wealth owned by the 

top 10% of the population as a proxy for inequality. Data from both 2023 and 2021 were used. 

Table 1 displays summary statistics for all variables included in the dataset. Each variable 

has 147 observations, so there are no missing values. The independent variable — the Crypto 
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Adoption Index — ranges from 0 to 1, with a mean of 0.0447 and a standard deviation of 0.116. 

This suggests that most observations are clustered on the left (closer to 0), with only a few 

countries having higher adoption levels (closer to 1). Given this skewed distribution, the model 

might benefit from a transformation of the independent variable. 

Criminality rates represent the level of various types of crime in a country, measured on a 

scale from 1 to 10. Different crime categories have different ranges within the dataset. The 

Overall Crime Index, for instance, ranges from 2.82 to 8.15. 

There are seven control variables in the dataset:   

1. GDP per Capita, ranging from 415.7 to 128,678 USD; 

2. Unemployment Rate, ranging from 0.13% to 32.1%; 

3. Inequality Index, ranging from 0.28 to 0.654, where a value of 1 would indicate that 

100% of a country’s wealth is owned by the richest 10% of the population; 

4. Inflation Rate, with a minimum of -7.71 and a maximum of 667.4; 

5. Government Transparency, ranging from 1 to 9, with 1 indicating a lack of transparency 

and 9 indicating high transparency; 

6. Law Enforcement, ranging from 1.5 to 9, with lower values indicating weaker law 

enforcement in a country; 

7. Internet users, ranging from 15.3% to 100%. 

Methodology 

The paper applies ordinary least squares (OLS) regression to examine the relationship 

between cryptocurrency adoption and crime rates across countries in 2023. The main model 

tested whether crypto adoption was associated with overall crime, controlling for key 

macroeconomic variables. The Crypto Adoption Index was used in the model instead of the 
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Crypto Adoption Ranking, as the coefficient associated with the latter could not be meaningfully 

interpreted. Specifically, the Crypto Adoption Ranking would only reflect the effect of a country 

moving up or down by one position in the ranking, without reflecting the scale of change in 

actual crypto adoption. While the Crypto Adoption Index is not meaningful in absolute terms, it 

reflects a country's intensity of cryptocurrency adoption relative to the top-ranked country (which 

has a normalized score of 1). This enables a more informative comparison on a relative scale.  

A bidirectional approach was applied to explore whether overall crime level influences 

crypto adoption. Separate regressions were run for eight specific crime categories to investigate 

variation across different types of crime. Finally, a robustness check using 2021 data was 

performed to assess the applicability of the model over time.  

Table 2 presents results from the initial OLS regression, using the Overall Crime Index as 

the dependent variable. The model has an R-squared of 0.44, indicating that it explains 44% of 

the variation in the dependent variable. Although this is the preliminary model without further 

modifications, two variables emerge as statistically significant at the 1% level: Crypto Adoption 

Index and Law Enforcement. The results suggest that, holding everything else constant, a 1-point 

increase in the Crypto Adoption Index is associated with an average increase of 2.513 points in 

the Overall Crime Index. This is a substantial effect, especially considering that the criminality 

score is based on a 1 to 10 scale. As expected, higher law enforcement is associated with lower 

crime. The results suggest that, holding everything else constant, a 1-point increase in Law 

Enforcement is associated with an average decrease of 0.313 points in the Overall Crime Index. 

This is also a substantial effect, as both Law Enforcement and the dependent variable are based 

on a 1 to 10 scale. 
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To assess potential multicollinearity among the independent variables, a correlation 

matrix was generated, as shown in Table 3. The most notable value is 0.8089, which is the 

correlation between the Government Transparency and Law Enforcement variables. Due to this 

high correlation, the Government Transparency variable was excluded from subsequent 

regressions. There is also a relatively strong correlation between Law Enforcement and GDP per 

Capita (0.6724). However, it was not considered high enough to be a serious concern. 

Next, to improve the model, the research focused on possible variable transformations. 

To better assess the room for improvement, scatter plots were generated to evaluate whether the 

independent variables in their raw form showed a linear relationship with the Overall Crime 

Index. While some control variables displayed a nonlinear pattern — such as Unemployment 

Rate, Inflation Rate, and GDP per capita — their transformation did not lead to any significant 

improvement in the model or make them statistically significant. Therefore, the control variables 

were kept in their original form.  

Figure 1 displays the scatter plot of the Overall Crime Index against the Crypto Adoption 

Index. What immediately stands out is the uneven distribution of the independent variable, as 

previously noted in the Data Description section. Most observations are clustered very close to 0, 

with only a few countries standing out. This is expected, given that the Crypto Adoption Index is 

a normalized measure that assigns a score to each country relative to others. As some countries 

have a much higher degree of cryptocurrency adoption, they appear as clear outliers. In 2023, 

India received the maximum score of 1, followed by Nigeria, Vietnam, and the USA. To bring 

the data points closer together and reduce the spread, applying the natural logarithm 

transformation to the Crypto Adoption Index appeared to be a reasonable solution. Since the 

natural logarithm of 0 is undefined, a new independent variable was generated using the formula 
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log(CryptoAdoptionIndex + 0.01), where 0.01 is a small constant added to allow for the 

transformation. This adjustment was necessary because of the large number of observations with 

a Crypto Adoption Index of 0.  

Table 4 displays the results of the OLS regression with the transformed independent 

variable. As shown, the new independent variable, logCryptoAdoption, is significant at the 1% 

level. The only other significant variable, also at the 1% level, remains Law Enforcement. This 

updated model has an R-squared of 0.55, which is higher than the first model’s R-squared of 

0.44. These results suggest that transforming the independent variable improved the model’s 

overall performance, so the log version of the index was used in all subsequent regressions.  

To further assess the new model’s performance, a residual plot was generated, as 

displayed in Figure 2. The residuals do not display any clear pattern or shape, and their variance 

appears roughly constant across all fitted values. Most of the residuals are centered on 0 and fall 

within the range of -2 to 2. These characteristics suggest that the model meets key OLS 

assumptions, such as linearity and homoscedasticity. However, there is one visible outlier below 

-2, which corresponds to Antigua and Barbuda. Since this island nation may be an outlier due to 

its small size and unique characteristics, it will be excluded from the final model to avoid its 

influence on the results. 

Results 

Table 5 presents the results of the final regression based on 146 observations. The model 

has an R-squared of 0.561, the highest among all models discussed in the Methodology section. 

Two variables are significant at the 1% level: the Crypto Adoption Index and Law Enforcement. 

The results suggest that, holding everything else constant, a 1% increase in the Crypto 

Adoption Index is associated with an average increase of 0.00513 points in the Overall Crime 
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Index. This means that a 100% increase in the index (e.g., from 0.5 to 1) would correspond to an 

average rise of 0.513 in the crime score. For instance, if Vietnam’s crypto adoption score, which 

was close to 0.5 in 2023, increased to match India’s score of 1, its predicted crime rate would 

rise by approximately 0.513, holding everything else constant. This is a substantial change, 

especially considering that the Overall Crime Index is calculated on a scale from 1 to 10. 

The coefficient corresponding to the other significant variable, Law Enforcement, 

suggests that, holding everything else constant, a one-point increase in the Law Enforcement 

index is associated with an average decrease of 0.423 in the Overall Crime Index. This is also a 

meaningful change, implying that countries that have a better law enforcement mechanism tend 

to experience lower levels of crime. 

Next, eight separate regressions were run to assess the effect of cryptocurrency adoption 

on different types of crime. The same model was applied to all crime categories for consistency 

and comparison. Table 6 displays the results of the OLS regressions run with Criminal Markets, 

Human Trafficking, Arms Trafficking, and Non-renewable Resource Crimes as dependent 

variables. 

The Crypto Adoption Index proved to be significant for all four types of crime at the 1% 

level. The coefficients corresponding to the Crypto Adoption Index have notable magnitudes in 

all four models, with the largest effects observed in Arms Trafficking and Non-renewable 

Resource Crimes. This highlights the role cryptocurrency may play in facilitating these serious, 

organized types of crime. 

Law Enforcement is significant at the 1% level in all four models as well, showing a 

consistent negative relationship with crime. This suggests that stronger law enforcement capacity 

is associated with lower levels of these crimes. 
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Interestingly, different control variables are significant for different crime categories. In 

particular, the Inequality Index is significant at the 1% level for Non-renewable Resource Crimes 

and at the 5% level for Criminal Markets, both with a positive coefficient as expected. The 

Unemployment Rate is significant at the 5% level for Human Trafficking. However, the model 

suggests that unemployment has a negative effect on human trafficking levels, which is 

somewhat surprising. The magnitude of this relationship is not great, so this might indicate a 

rather weak effect, or it can be the result of other confounding factors. 

Finally, GDP per Capita appears significant for Arms Trafficking at the 1% level and for 

Non-renewable Resource Crimes at the 10% level. This suggests that economic factors might 

play a role in shaping the conditions under which certain crimes, such as these two types of 

crime, occur.  

Just as Table 6 does, Table 7 displays regression outputs for four different crime 

categories: Heroin Trade, Cocaine Trade, Cannabis Trade, and Criminal Actors. The Crypto 

Adoption Index was significant for Heroin Trade and Criminal Actors at the 1% level, with 

coefficients of similar magnitude to those observed in the previous regressions. 

However, the Cocaine Trade and Cannabis Trade models stand out. In the former, the 

Crypto Adoption Index is not statistically significant, while in the latter, it is significant at the 

10% level but has a considerably smaller coefficient compared to other crime categories. 

Furthermore, the R-squared values for the three models with drug-related crimes as the 

dependent variable are substantially lower than those of the other models. While the R-squared 

for the remaining regressions does not fall below 0.4, the values for these three models are 0.124, 

0.065, and 0.108, indicating that the variation in the dependent variable is only weakly explained 

by the model. A possible explanation might be that drug trafficking often relies more heavily on 
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physical distribution networks and street-level operations rather than on black markets where 

cryptocurrencies are the predominant method of payment. Especially in the case of widespread 

substances like cocaine and cannabis, which are often traded by localized criminal networks, 

distribution may be easier to access without the use of cryptocurrencies. Cannabis is also legal in 

some countries, so it is not as widely sought after on black markets globally. 

Interestingly, Law Enforcement is not significant in three out of the four regressions in 

Table 7, suggesting that drug trade may not be strongly affected by a country’s law enforcement 

capacity. In some countries, drug trading may be so embedded in the system that it is not actively 

opposed, or even indirectly supported, by government institutions, which could explain these 

results. On the other hand, Law Enforcement is significant at the 1% level for Criminal Actors 

and in all the regression outputs in Table 6, suggesting that law enforcement still plays a key role 

in regulating these forms of organized crime. 

Finally, the Inequality Index is significant at the 5% level for Cocaine Trade, suggesting 

that, on average, countries with higher inequality tend to have higher levels of cocaine trade. 

Next, the research explored whether crime levels might influence cryptocurrency 

adoption. It is important to examine both directions of this relationship, as previous results 

indicate correlation but do not establish causality. It remains unclear whether crypto adoption 

drives crime, crime drives crypto adoption, or whether a third factor drives both. To address this, 

a model was generated with the dependent and independent variables switched. Table 8 presents 

the results of this regression. 

The model has an R-squared of 0.349, suggesting that approximately 35% of the 

variation in the Crypto Adoption Index can be explained by the independent variables. The 

Overall Crime Index is statistically significant at the 1% level. The coefficient indicates that, 
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holding everything else constant, a one-point increase in the Overall Crime Index is associated 

with an average 55.7% increase in the Crypto Adoption Index, which is a substantial change. 

These findings may suggest that in countries with higher crime levels, people tend to use 

cryptocurrencies more, potentially for both illicit and legitimate purposes.  

In this model, GDP per Capita was transformed using the natural logarithm. The variable 

is significant at the 1% level and negatively associated with the Crypto Adoption Index. This 

could imply that cryptocurrency adoption is more prevalent in countries with lower levels of 

economic development, possibly reflecting reduced trust in domestic financial institutions or 

greater barriers to financial access. 

The Unemployment Rate is also significant at the 1% level, with a negative coefficient. 

This suggests that, on average, countries with higher unemployment may experience lower levels 

of crypto adoption, though this relationship might be influenced by some factors not captured in 

the model.  

Law Enforcement is significant at the 1% level with a positive coefficient, indicating that 

stronger law enforcement is associated with greater cryptocurrency adoption. One possible 

interpretation is that in countries with stronger institutional structures and legal protections, 

legitimate users might feel more secure using emerging technologies like cryptocurrencies. 

Finally, the percentage of Internet Users is significant at the 5% level, with a positive 

coefficient. This aligns with expectations, as greater internet penetration logically supports 

higher rates of cryptocurrency use. 

Overall, these results reinforce the idea that there may be a two-way relationship between 

cryptocurrency adoption and crime. Higher crime rates may be associated with increased crypto 

adoption, which could, in turn, facilitate certain types of criminal activity, creating a vicious 
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cycle. However, further research is needed to confirm the direction and nature of this 

relationship. 

Finally, a robustness check was conducted to test the stability of results over time, as 

shown in Table 9. For this model, data from 2021 were used with the same set of variables and 

methodology as the 2023 model in Table 5. The model yields an R-squared of 0.507, similar to 

the earlier model. Again, two variables are significant at the 1% level: the Crypto Adoption 

Index and Law Enforcement, both with similar coefficients as in the 2023 model. This 

consistency suggests that the model is applicable over time. While the model could be further 

refined by including additional control variables or adopting alternative methodological 

approaches, it appears to be a strong fit for this data.  

Limitations 

Even though this research shows significant results, it does not confirm a causal 

relationship between cryptocurrency adoption and crime rates. Instead, it demonstrates a strong 

correlation between them. 

The Crypto Adoption Index is normalized, potentially reducing variation between 

countries. Since the index is assigned to countries relative to one another, it does not provide 

meaningful information in absolute terms. As a result, it was not possible to apply a model that 

assesses change over time, and the dataset had to be treated as cross-sectional. This cross-

sectional design limits the ability to draw temporal conclusions, meaning long-term effects 

cannot be assessed from this research. A possible solution could be to use a different measure of 

cryptocurrency adoption across countries or to include an alternative variable.  

Additionally, data quality and reporting standards may vary across countries. This is 

especially relevant for the main variables — the Crypto Adoption Index and crime rates — 
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where the data can be difficult to measure accurately, as they do not have a standardized unit of 

measurement. Therefore, the extent to which the data used in this paper reflects reality is 

questionable. 

The dataset also does not distinguish between different types of cryptocurrency use (e.g., 

legal vs. illicit transactions). While cryptocurrencies can facilitate illegal activity, they are also 

widely used for legitimate purposes, such as a store of value.  

Finally, unobserved variables (such as corruption levels or digital literacy) may influence 

both crypto adoption and crime rates but were not included in the model. Future research should 

aim to incorporate additional control variables to account for these potential influences.  

Conclusions 

In conclusion, this research has explored whether the rate of cryptocurrency adoption in a 

country affects crime rates in that country, filling in the gap of the previous literature on this 

topic, which is mostly theoretical. The findings suggest that crypto adoption is positively 

correlated with various crime rates across countries. The relationship appears bidirectional and is 

statistically significant in both directions. However, the model predicting crime from crypto 

adoption demonstrates a better fit, indicating that variation in crypto adoption may explain 

differences in crime rates better than the other way around. 

Law enforcement appears to be a key factor associated with lower crime levels. When 

analyzing specific types of crime, different control variables proved significant depending on the 

category. Crypto adoption was significant in all but one of the crime types examined (cocaine 

trade). Generally, drug trafficking does not appear to depend on cryptocurrency adoption as 

much as other crime categories. A robustness check using data from a different year confirmed 

the model’s consistency and applicability over time. 
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These findings may carry important policy implications. Greater investment in law 

enforcement capacity could help reduce crime. Additionally, more targeted regulation around the 

use of cryptocurrencies may help limit their misuse. However, it is very important not to hinder 

the legitimate use of cryptocurrencies. As stated in the European Parliament (2018)’s report:  

As regards blockchain, it would be too blunt to associate blockchain with money 

laundering, terrorist financing or tax evasion. It is just technology, on which a large 

number of cryptocurrencies run, but which is not designed to launder money, facilitate 

terrorist financing or evade taxes. Blockchain has numerous applications throughout the 

whole lawful economy. It would not be wise to discourage future innovations in this 

respect by submitting blockchain and fintech's exploring its use cases to burdensome 

requirements, simply because of one of the applications using blockchain technology, 

cryptocurrencies, is used illicitly by some. Therefore, blockchain should be left 

untouched from a money laundering, terrorist financing and tax evasion perspective. The 

fight against money laundering, terrorist financing and tax evasion should focus on the 

illicit use cases of cryptocurrencies. (p. 10)  

This research highlights a significant positive association between cryptocurrency 

adoption and criminality. However, uncovering the causal mechanisms behind this relationship 

will require further empirical investigation.  
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Appendices 

 

 

Table 1: Summary Statistics 
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Table 2: Initial OLS Regression (Overall Crime Index as Dependent Variable) 

 

Table 3: Correlation Matrix  
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Figure 1: Scatter Plot of Overall Crime Index vs. Crypto Adoption Index 

 

Table 4: OLS Regression with a Transformed Independent Variable (Overall Crime Index as 

Dependent Variable) 
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Figure 2: Residual Plot of the Improved Model 

 

Table 5: Final OLS Regression 
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Table 6: OLS Regressions by Crime Type (Part 1): Effects of Cryptocurrency Adoption on 

Specific Crime Categories 

 

Table 7: OLS Regressions by Crime Type (Part 2): Effects of Cryptocurrency Adoption on 

Specific Crime Categories 
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Table 8: Reverse OLS Regression: Effect of the Overall Crime Index on Crypto Adoption Index 

 

Table 9: Robustness Check Using 2021 Data: Effect of Crypto Adoption Index on Overall Crime 

Index 
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